
本公司重視「客戶隱私權保護」，遵循《個人資料保護法》，訂定《隱私權保護政策》，

及嚴謹的個資隱私安全管理與防護措施，並建構資料治理制度，制定資料標準與分級，落

實資料存取權限管控及資料擁有者之覆核機制，確保資料的存取與共享受到妥善治理與保

護，以及資料的可用性、完整性及保密性。適用範圍涵蓋所有分公司、營運據點、子公司、

客戶及供應商。針對營運過程中所涉及之個資隱私之蒐集、處理、利用及保護，除遵循政

府相關法令規章，在法令規定之範圍內使用，不會提供、出租或以其他變相之方式，將個

資揭露予第三人，且會依循公司所定之《隱私權保護政策》落實執行，致力維護客戶的資

料安全及隱私權利。此外，本公司為更有效管理隱私相關風險，由資訊安全委員會主管及

一名資訊安全人員，負責執行與監督《隱私權保護政策》的遵循情形。本公司隱私權保護

政策如下：

艾美特（開曼）國際有限公司及子公司隱私權保護政策

第一條本隱私權政策

本隱私權政策說明我們如何處理您的個人資料。本政策的適用範圍不僅及於客戶的個人資

料，也包括供應商的資料。若有員工違反本政策，本公司將依內部規範進行懲戒。本公司

得隨時修訂本隱私權政策，請定期查閱是否有內容更新。

第二條個人資料之蒐集

我們於下列情形蒐集或取得您的個人資料：當您提供資訊給本公司時；基於我們與您雙方

間的法律關係而取得之資訊；您自行公開之個人資料；當您造訪本公司的網站；當您向本

公司任何一個網站註冊以使用我們的網站、產品或服務；或是當您和本公司網站上的第三

方內容或廣告進行互動。另外，我們也可能由第三方獲得您的個人資料。

第三條本公司建立的個人資料



在特定情形下，本公司可能建立有關於您的個人資料，例如您與我們之間的互動記錄，或

是過去的互動記錄。本公司可能合併從網站、產品或服務中取得的個人資料，包括從不同

裝置所取得的資料，並加以記錄運用。

第四條本公司處理之個人資料種類

本公司可能處理以下種類的個人資料：私人資訊；人口統計資訊；您的聯繫資訊；取得您

同意的記錄；訂購明細；付款資訊；關於本公司網站的資訊；您的雇主資訊；關於您與我

們網站內容與廣告互動方面之資訊；您提供給我們之看法與意見；您與我們的往來通訊記

錄；cookie 數據；安全資訊；以及訪客日誌。

第五條特種個人資料

在日常業務範圍內，本公司不主動蒐集或處理特種個人資料。如果基於合法的理由而需蒐

集或處理特種個人資料，我們將於下列目的範圍內蒐集處理：為遵循相關法律規定：於相

關法律要求或允許之範圍內，我們可能處理您的特種個人資料；為偵查或預防犯罪發生：

基於偵查或預防犯罪發生之必要，我們可能處理您的特種個人資料；為主張、行使或保護

法律權利：如有主張、行使或保護法律權利之必要，我們可能處理您的特種個人資料；基

於您同意：依據相關法律取得您事先明示同意後，我們可能處理您的特種個人資料。當您

提供特種個人資料給本公司時，請先確認您在法律上有權向我們揭露該項資訊。

第六條本公司處理個人資料之目的及合法基礎

我們基於以下目的而處理您的個人資料：向您提供網站、產品與服務；合規檢查；企業營

運；與您進行溝通；管理本公司資訊系統；供應商管理；健康及安全；財務管理；意見調

查；確保我們廠區與系統之安全；司法調查；相關法律之遵循；改善我們的網站、產品與

服務；詐欺之預防；主張、行使或保護法律上權利之必要；以及人力招募及面試。

第七條本公司分享個人資料的對象



本公司可能將您的個人資料分享給下列第三方：法律主管機關；我們的外部顧問；我們的

服務供應廠商；因訴訟或其他法律程序進行有必要揭露給第三方；為調查、偵查或預防犯

罪行為而有必要揭露給第三方；收購我們全部或部分業務或資產之第三方；以及提供廣告、

外掛程式、或我們網站內容之第三方。

第八條您的個人權利

依據相關法規，您對於您的個人資料可主張以下權利：拒絕提供個人資料之權利；查閱您

個人資料之權利；更正不正確個人資料之權利；要求刪除之權利；限制處理您個人資料之

權利；反對處理您個人資料之權利；要求移轉您個人資料至其他控管人之權利；撤回同意

之權利；以及向資訊保護主管機關申訴之權利。在某些情形下，您需要提供身分證明文件

以行使上述之權利。在符合法律規定的前提下，您可主張以下權利：對於我們或代我們處

理您個人資料之第三人，就您的特殊情形提出異議之權利；對於我們或代我們以直接行銷

為目的而處理您個人資料之第三人，提出異議之權利。

第九條客戶資料目的外利用

本公司致力於保護客戶的隱私權，因此不會將蒐集到的客戶資訊於本政策所列目的以外進

行利用。

第十條聯絡方式

如對本隱私權政策有任何疑問，請依以下公司官方網站路徑聯繫我們

https://www.airmate-china.com/「聯絡我們」。

為避免客戶、供應商、事業夥伴之個資洩漏風險。2025年，本公司持續日常作業環境中，

由硬軟體設施、人員作業等各面向持續更新並落實嚴謹的資安措施，例如導入先進的加密

技術加強資料保護、加強釣魚郵件偵測並定期執行員工警覺性測試、演練勒索軟體攻擊、

落實隱私與個資保護宣導等，維護本公司與各利害關係人重要資產之機密性。



針對個資事件，本公司一向採取「零容忍」原則，如發生個人資料遭侵害事件，權責單位

包含資安、法務、客服部門將依個人資料保護法及本公司之事件通報處理程序與相關規範

調查處理。如有違反保密義務者，將受相關法律及本公司內部規定之處分（包括但不限於

終止合作）。

本公司就「員工個資保護培訓課程」、「供應鏈與合作夥伴管理」、「內部管理與技術防

護」及「事件回應與風險管理」四大面向，揭露 2025年度投入個資保護政策相關量化數據

及管理指標如下：

 員工個資保護培訓課程

2025年度課程總完訓人數達 1,093人次，課程時數 1小時，受訓員工佔全體比例 100%

 供應鏈與合作夥伴管理

本公司與供應商簽訂之購銷合約中已明確條款約束及聲明有關個人資料蒐集隱私權政策及

個人資料資訊管理。

2025年度供應商簽訂之購銷合約佔總供應商總數比例 87.15％

 內部管理與技術防護

每年執行 1次客戶個資審查／稽核

每年進行 1次資料存取權限盤點作業

 事件回應與風險管理

2025年度未發生個資申訴案件。


